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Errata below are for Protocol Document Version V28.0 – 2015/06/30. 

 

Errata 
Published* Description 

2015/09/14 

In Appendix A: Full WSDL, compilation errors were fixed. 

 

View this PDF document to see the corrections: [MS-WSMV]_WSDL. 

 

2015/09/14 

In the description of the Message field in three sections, corrected that the original length of 
the field must be equal to the lengthvalue field (changes in bold below). 

 

In Section 2.2.9.1.2.2.2, Encrypted Data, changed from: 

Message: The encrypted message. This is an octet stream of the encrypted SOAP message, 
which is encrypted and integrity-protected by using the framework as specified in [RFC4121]. 

The initial bytes of the Message MUST be the Security token portion, whose length MUST be 
given in the Length-Field value. The remaining bytes MUST be the encrypted data, whose 

length MUST be equal to the lengthvalue field as defined in section 2.2.9.1.2.2.1. 

 

Changed to: 

Message: The encrypted message. This is an octet stream of the encrypted SOAP message, 
which is encrypted and integrity-protected by using the framework as specified in [RFC4121]. 

The initial bytes of the Message MUST be the Security token portion, whose length MUST be 
given in the Length-Field value. The remaining bytes MUST be the encrypted data, whose 
original length MUST be equal to the lengthvalue field as defined in section 2.2.9.1.2.2.1. 

 

In Section 2.2.9.1.3.1.2.2, Encrypted Data, changed from: 

Message: The encrypted message. This is an octet stream of the encrypted SOAP message, 
which is encrypted and integrity-protected by using the framework as specified in [RFC4121]. 

The initial bytes of the Message MUST be the Security token portion, whose length MUST be 
given in the Length-Field value. The remaining bytes MUST be the encrypted data, whose 
length MUST be equal to the lengthvalue field as defined in section 2.2.9.1.3.1.2.1. 

 

Changed to: 

Message: The encrypted message. This is an octet stream of the encrypted SOAP message, 
which is encrypted and integrity-protected by using the framework as specified in [RFC4121]. 

The initial bytes of the Message MUST be the Security token portion, whose length MUST be 
given in the Length-Field value. The remaining bytes MUST be the encrypted data, whose 
original length MUST be equal to the lengthvalue field as defined in section 2.2.9.1.3.1.2.1. 

 

In Section 2.2.9.1.3.2.2.2, Encrypted Data, changed from: 
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Message: The encrypted message. This is an octet stream of the encrypted SOAP message, 
which is encrypted and integrity-protected by using the framework as specified in [RFC4121]. 

The initial bytes of the Message MUST be the Security token portion, whose length MUST be 
given in the Length-Field value. The remaining bytes MUST be the encrypted data, whose 
length MUST be equal to the lengthvalue field as defined in section 2.2.9.1.3.2.2.1. 

 

Changed to: 

Message: The encrypted message. This is an octet stream of the encrypted SOAP message, 
which is encrypted and integrity-protected by using the framework as specified in [RFC4121]. 

The initial bytes of the Message MUST be the Security token portion, whose length MUST be 
given in the Length-Field value. The remaining bytes MUST be the encrypted data, whose 
original length MUST be equal to the lengthvalue field as defined in section 2.2.9.1.3.2.2.1. 

 

*Date format: YYYY/MM/DD 

 


