
 

 

[MS-MDE2]: Mobile Device Enrollment Protocol Version 2 

 

This topic lists the Errata found in [MS-MDE2] since it was last published. Since 
this topic is updated frequently, we recommend that you subscribe to these RSS 
or Atom feeds to receive update notifications. 

Errata are subject to the same terms as the Open Specifications documentation 
referenced. 
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Errata below are for Protocol Document Version V1.0 – 2015/06/30. 

 

Errata 
Published* Description 

2015/09/14 

In Section 1.3, Overview, referenced step 5 instead of step 4 in step 7 

 

Changed from: 

7. The enrollment client can send a RequestSecurityToken message (section 3.4.4.1.1.1) to 
the ES endpoint [MS-WSTEP] using the security token received in step 4. The ES endpoint 
[MS-WSTEP] responds with a RequestSecurityTokenResponseCollection message (section 

3.4.4.1.1.2) containing the identity and provisioning information for the device management 
client [MS-MDM]. For more information about these messages, see [MS-WSTEP] sections 
3.1.4.1.1.1 and 3.1.4.1.1.2. 

 

Changed to: 

7. The enrollment client can send a RequestSecurityToken message (section 3.4.4.1.1.1) to 
the ES endpoint [MS-WSTEP] using the security token received in step 5. The ES endpoint 
[MS-WSTEP] responds with a RequestSecurityTokenResponseCollection message (section 
3.4.4.1.1.2) containing the identity and provisioning information for the device management 
client [MS-MDM]. For more information about these messages, see [MS-WSTEP] sections 
3.1.4.1.1.1 and 3.1.4.1.1.2. 

2015/09/14 

In Section 2.2.9.2, CertificateStore Configuration Service Provider, added [] brackets to 
UniqueID (changes in bold). 

 

Changed from: 

My/SCEP/UniqueID/CertThumbprint: Optional. Specifies the current certificate thumbprint if 
certificate enrollment succeeds. It is a 20-byte value of the SHA-1 certificate hash specified as 
a hexadecimal string value. Value type is chr. Supported operation is Get. 

 

My/SCEP/UniqueID/RespondentServerUrl: Required. Returns the URL of the SCEP server that 
responded to the enrollment request. Value type is string Supported operation is Get. 

 

Changed to: 

My/SCEP/[UniqueID]/CertThumbprint: Optional. Specifies the current certificate thumbprint 
if certificate enrollment succeeds. It is a 20-byte value of the SHA-1 certificate hash specified 
as a hexadecimal string value. Value type is chr. Supported operation is Get. 

 

My/SCEP/[UniqueID]/RespondentServerUrl: Required. Returns the URL of the SCEP server 
that responded to the enrollment request. Value type is string Supported operation is Get. 

 

2015/09/04 The following missing sections were added to [MS-MDE2]: 

http://blogs.msdn.com/b/protocol_content_errata/rss.aspx
http://blogs.msdn.com/b/protocol_content_errata/atom.aspx
http://go.microsoft.com/fwlink/?LinkId=617630


 

 

Errata 
Published* Description 

3.2 Interaction with Security Token Service (STS) 

3.3 Interaction with X.509 Certificate Enrollment Policy 

3.4 Interaction with WS-Trust X.509v3 Token Enrollment 

3.5 Certificate Renewal 

View this Word document to see the information added: [MS-MDE2]_Missing_Content. 

2015/07/06 
In Appendix B: Product Behavior, product behavior note <1> should be ignored, and any 
warnings about the behavior in any given section of the document being dependent on 
unreleased Windows Server software should be ignored. 

*Date format: YYYY/MM/DD 

 

http://go.microsoft.com/fwlink/?LinkId=624148

