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August 24, 2020 – Download 

Errata below are for Protocol Document Version V36.0 - 2020/08/26 

Errata Published* Description 

2020/10/26 In Section 3.4.5.4.1 Kerberos Binding of GSS_WrapEx(), updated the H1 HMAC 
algorithm. 

 

Changed from: 

 

 where 
  
 (C1, newIV) = E(Ke, conf | plaintext | pad, oldstate.ivec) 
  
 H1 = HMAC(Ki, conf | plaintext+encrypted-data | pad) 

Changed to: 

 

 where 
  
 (C1, newIV) = E(Ke, conf | plaintext | pad, oldstate.ivec) 
 H1 = HMAC(Ki, conf | plaintext | pad) 

*Date format: YYYY/MM/DD 
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