
 

 

[MS-DTYP]: Windows Data Types 

 

This topic lists the Errata found in the MS-DTYP document since it was last 
published. Since this topic is updated frequently, we recommend that you 
subscribe to these RSS or Atom feeds to receive update notifications. 

Errata are subject to the same terms as the Open Specifications documentation 
referenced. 

RSS  

Atom  

Errata below are for Protocol Document Version V32.0 – 2017/06/01. 

Errata Published* Description 

2017/09/05 In Section 2.4.2.4, Well-Known SIDs, entries were added for the SIDs listed below. 

 

Added: 

Constant/value Description 

KRBTGT S-1-5-21-<domain>-502 A service account that is 
used by the Key 
Distribution Center (KDC) 
service. 

KEY_ADMINS S-1-5-21-<domain>-526 A security group for 
delegated write access on 
the 
msdsKeyCredentialLink 
attribute only. The group 
is intended for use in 
scenarios where trusted 
external authorities (for 
example, Active Directory 

Federated Services) are 
responsible for modifying 
this attribute. Only 
trusted administrators 
should be made a 
member of this 
group.<13> 

ENTERPRISE_KEY_ADMINS S-1-5-21-<domain>-527 A security group for 
delegated write access on 
the 
msdsKeyCredentialLink 
attribute only. The group 
is intended for use in 
scenarios where trusted 
external authorities (for 
example, Active Directory 
Federated Services) are 
responsible for modifying 
this attribute. Only 
trusted enterprise 
administrators should be 
made a member of this 
group.<14> 

ALLOWED_RODC_PASSWORD_REPLICATION_GROUP 
S-1-5-21-<domain>-571 

Members in this group can 
have their passwords 
replicated to all read-only 
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domain controllers in the 
domain.<15> 

DENIED_RODC_PASSWORD_REPLICATION_GROUP 
S-1-5-21-<domain>-572 

Members in this group 
cannot have their 
passwords replicated to all 
read-only domain 
controllers in the 
domain.<16> 

ML_SECURE_PROCESS S-1-16-28672 A secure process integrity 
level.<33> 

 

<13> Section 2.4.2.4:  Not supported in Windows NT, Windows 2000, Windows XP, 
Windows Server 2003, Windows Vista, Windows Server 2008, Windows 7, Windows 
Server 2008 R2, Windows 8, Windows Server 2012, Windows 8.1, or Windows Server 
2012 R2.  

<14> Section 2.4.2.4:  Not supported in Windows NT, Windows 2000, Windows XP, 
Windows Server 2003, Windows Vista, Windows Server 2008, Windows 7, Windows 
Server 2008 R2, Windows 8, Windows Server 2012, Windows 8.1, or Windows Server 
2012 R2. 

<15> Section 2.4.2.4:  Not supported in Windows NT, Windows 2000, Windows XP, 
Windows Server 2003, or Windows Vista. 

<16> Section 2.4.2.4:  Not supported in Windows NT, Windows 2000, Windows XP, 
Windows Server 2003, or Windows Vista. 

<33> Section 2.4.2.4:  Not supported in Windows NT, Windows 2000, Windows XP, or 
Windows Server 2003. 
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