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This topic lists the Errata found in the MS-CSSP document since it was last 
published. Since this topic is updated frequently, we recommend that you 

subscribe to these RSS or Atom feeds to receive update notifications. 

Errata are subject to the same terms as the Open Specifications documentation 
referenced. 

RSS  

Atom  

Errata below are for Protocol Document Version V16.0 – 2018/03/16. 

Errata Published* Description 

2018/04/09 In Section 3.1.5, Processing Events and Sequencing Rules, UNICODE has been 
removed from the instructions. 

 

In Step 3 Version 5 or 6, changed from: 

 

Set ClientServerHash to SHA256(UNICODE(ClientServerHashMagic), Nonce, 
SubjectPublicKey) 

 

Changed to: 

 

Set ClientServerHash to SHA256(ClientServerHashMagic, Nonce, SubjectPublicKey) 

 

In Step 4, Version 5 and 6, changed from: 

 

Set ServerClientHash to SHA256(UNICODE(ServerClientHashMagic), Nonce, 
SubjectPublicKey) 

 

Changed to: 

 

Set ServerClientHash to SHA256(ServerClientHashMagic, Nonce, SubjectPublicKey) 

*Date format: YYYY/MM/DD 
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